The rise of big data in healthcare research

How can we address public concerns of privacy?

Richard Yu, Lilian Robinson, Salonee Patel

ABSTRACT

Big data, an emerging technological field which encompasses the rapid collection and analysis of massive datasets in order to generate and characterize patterns, is currently utilized in many industries ranging from banking to marketing. Its role in the healthcare field is currently being explored, and it has the potential to greatly improve healthcare and disease surveillance through pattern analysis of health data. Concerns held by the general public primarily focus on potential breaches of privacy and confidentiality of patient medical health records in the context of research. These concerns relate to the innate characteristics of big data, such as large size and fast data acquisition speed, which increases the risk of breaching confidentiality due to increasing reliance on digital cloud computing and increasing access to safe haven information. Therefore, it is important for physicians to be mindful of privacy concerns as big data becomes more prominent, as doing so is a key factor in building public trust in the use. Understanding strategies and limitations of current practice standards will allow physicians to build on existing guidelines to facilitate the rise of big data. This entails prioritizing privacy when handling big data through anonymization, creating safe havens, and promoting dynamic informed consent practice standards.

INTRODUCTION TO BIG DATA - THE 4 V’S

Big data describes the generation, capture, and analysis of large, complex data sets to provide useful trends and patterns. It is characterized by the 4 V’s: volume, velocity, variety, and veracity. The first three V’s relate to the rapid rise of digital and computational technology, leading to the production of massive datasets from multiple different sources that are collected in real time. Veracity refers to the trustworthiness of the data, meaning data collection and analysis should be structured to ensure completeness of data and reliability. Collectively, the 4 V’s allow for predictive analyses used by many industries to guide their decisions in improving their services or products. For example, within the marketing industry, major corporations such as Walmart can generate up to 2 petabytes of data per day. The data varies from transactions to online activity and is analyzed to determine consumer behaviours.

The application of big data within the healthcare system has also been of increasing importance and interest, due to its potential for improving patient management. For example, the Canadian Primary Care Sentinel Surveillance Network (CPCSSN), a database of electronic medical records (EMR) that utilizes big data analytics, have demonstrated the importance of chronic disease surveillance which lead to improvements in patient management. It is estimated that there is a total of 150 exabytes of data within the healthcare sector, with a growth of 2 exabytes every year. In the modern healthcare setting, there is a vast amount of data that can be collected for a single person, such as patient history records, medical prescriptions, investigations, and physical exams. By integrating all data at a public health level, physicians and researchers can easily track and study population health, and conduct disease surveillance in more detail than ever before.

With the rise of big data, the potential to find new insights into disease processes through pattern mining can be of significant value for the development of new management guidelines, treatment options, and preventative protocols which ultimately reduce healthcare costs. For example, recent studies analyzing the CPSSCN database allowed for the generation of algorithms to identify patients at risk for dyslipidemia, and development of quality management strategies to reduce healthcare costs. However, to facilitate these developments, confidential information must be shared amongst healthcare professionals. Therefore, valid concerns exist regarding the collection and sharing of such large datasets, particularly for research. To address these concerns, we discuss public concerns relating to big data, as well as the role physicians have in managing this emerging technology and minimizing harm for patients in the context of research.

PUBLIC CONCERNS OF BIG DATA

Confidentiality is a core tenant of the patient-physician relationship, described long before the existence of EMRs. In Canada, personal information is protected under the Canada Privacy Statutes. While these statutes encompass big data, no binding guidelines exist that apply to its use in healthcare and research. Despite the limited guidance provided by these statutes, physicians must exercise caution in protecting patient health information in conjunction with the rise of big data. Such caution is integral to the maintenance of public trust in both electronic records and the medical profession as a whole. In the modern context of electronic healthcare data, confidentiality is of particular importance to the general public.

Currently, there is conditional acceptance for the collection and sharing of electronic healthcare data in research among the general public. Despite general acceptance, trust in electronic data sharing in the healthcare sector is nuanced. For instance, patients indicate increased trust in the public sector relative to the private sector due to higher levels of accountability and data security. Any association of electronic data with research initiatives...
designed for generating profit is also deemed less trustworthy by patients.¹⁷ Importantly, when physicians adhere to the standards of professionalism and accountability, patients are more comfortable with the sharing of their data for the benefit of public interest.¹⁷

Information privacy protection influences the public opinion of big data; however, preservation of said privacy is not straightforward. For example, collection of genomic data at a population level can generate a vast amount of data, up to 40 petabytes per year. It is impractical to store this amount of data using raw hardware.¹¹ Instead, more and more data are being deposited onto cloud storage. While this practice facilitates ease of file transfer and collaboration, many strict regulations must be put in place by institutions in order to preserve patient privacy and protect personal health information.¹¹

OUR ROLES AS PHYSICIANS

It is important to note the dichotomy of physician and researchers in how they interact with patient data. Physicians, as data custodians, are tasked with maintaining privacy and security of the data to maintain public trust.¹²,²⁸ Researchers, such as epidemiologists, work to anonymize data and perform the analyses.²⁹ With the rise of big data, clinicians now have access to vast amounts of personal and population health information, placing increased emphasis on ethical decision making in routine healthcare and research.¹⁸,²⁰ When physicians obtain confidential information, they have an ethical duty to maintain confidentiality and thereby demonstrate respect and cultivate trust from their patients. Thus, any breach in confidentiality may significantly hinder the patient-physician relationship.¹²,²⁰

Ethical duties must be balanced with a physician’s professional duties in the context of clinical research.²⁰ One strategy physicians can implement to maintain privacy is to anonymize patient data by deidentifying their personal information in the context of a research study. Anonymization is a simple process achieved by removing any identifying information such as names, geographic data, and dates.²⁰,²¹ Despite efforts to implement anonymization, big data creates increased risk of data leakage and makes anonymization challenging due to the overwhelming volume and points of data from multiple sources. Additionally, as computational power increases with advances in technology, the ability to keep data anonymized becomes increasingly challenging.²² Accidental or unauthorized disclosure could lead to negative consequences for patients involved. Therefore, it is important for the physician to minimize risk of accidental disclosure in the context of research and to disclose potential risks to patients.

Another important consideration for protecting private healthcare data is to safeguard the information appropriately. Thus, the creation of safe havens, trusted databases like CPSCCN, that only verified professional institutions have access to, are of utmost importance as they limit the loss of information.²⁰,²¹ To access safe haven data, researchers and physicians must submit a proposed research plan and any risk of data breach must be disclosed to patients. However, different countries and institutions have discrepant guidelines and vary in their capacity to effectively preserve privacy.¹¹,²² There is also current limitations in connectivity to safe haven networks as not all primary care physicians can connect to hospital data.²³ As more people gain access to information online, even within the context of safe havens, the risk of breaking confidentiality is increased.²⁰,²¹ Since big data in healthcare is relatively new, it is imperative to calibrate existing guidelines in the context of big data. For example, physicians participating in research should require legal authority to collect and manage big data, and ethics board internal reviewing processes should be updated to adequately assess the use of big data within proposed projects.²⁰⁻²²

To further safeguard patient data, researchers must assess any potential privacy risks and disclose these upfront to the patient. To maintain best practice standards, it is recommended that physicians allow for dynamic informed consent from the patient, although it is important to note that not all research studies may require this level of consent.²³,²⁴ Dynamic consent is a continuous, documented, ongoing dialogue between the patient and physician about the data of interest being used in a study. Furthermore, the use of data disclosure agreements should be considered to minimize risk of disclosure by keeping the physician accountable.²³,²⁴ In the rare event of reidentification, accidental or unauthorized, patients must be counseled at the start of the study such that they understand all aspects of the protocols and are warned of the potential risks of having their information disclosed to a third party during the process of the study.²³,²⁴

CONCLUSION

Big data is an emerging technology within healthcare which is associated with benefits for improving patient outcomes and disease surveillance as evidenced by CPSCCN in monitoring chronic diseases. Public concern pertaining to the use of big data stems mainly from issues of privacy and security of personal information. In general, the public demonstrates support for the collection and sharing of information between researchers and physicians, often citing trust towards the physicians as crucial. Therefore, physicians should emphasize the importance of trust by ensuring confidentiality and privacy are maintained throughout the research project. This can be achieved by way of data deidentification, safe havens for trusted access, and developing and promoting dynamic informed consent practice standards. Even with the advancement of technology and as people become more comfortable with EMRs and big data analytics, the emphasis on privacy and security remains a legitimate public concern, and physicians play an important role in maintaining that trust throughout research and clinical practice.
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